How To Configure Internet, Voice And Wifi In Richerlink Onu

1- Connect Lan Cable From Onu To Laptop and Open Onu With 192.168.1.1
2- Id: admin
3- Password:- ONU@xxxx (xxxx is last 4 digit of Onu Mac Address In Small)

RicherlLink

s S B

Username: |

Password: |

| Login | | Reset |




1- After Login Click On Network.

2- Click On Add button And Choose Internet In Service Option.

3- Select Link Mode PPPOE/IPOE

4- Give PPPOE Id password, If there Is Any Vlan, Change Vlan mode to tag and give the Vlan Id
5- Click On Apply And Save The Settings

CPE Name: HGW Model: RLB21GWV

Network

WAN Settings

Interface: [ New WAN interface v | Add
Mode: Route Enable:
Note: If you change the service
Service | INTERNET v | related with VolP, please re-register
your VolP
Binding Options: O Lant O Lanz
U ssip1 U ssipz2 U ssipa U ssipa
DHCP Server Enable:
Link Mode: PPPoE «
IP Version: ®@ipva Oipve O IPvaliPvs
VLAN Mode: TRANSPARENT v

Multicast VLAN ID[1-
40041 L 1]
MTU[128-1492]: 1492

Enable NAT:
UserName: sk1455
Password: sereed
Server Name:

Enable mode that mixed
with PPPoE bridge and O
routing:




1- Click On Status and Select WAN.
2- If Showing Connected and ip address here, it means the onu is connected with internet
3- Internet led will also Up on ONU

RicherlLink

CPE Name: HGW

Welcome! Logout

Model: RL821GWV

IPv4 Wan Interface

Wan Name Status IP Address Subnet Mask
2_INTERNET_R_WVID_ Connected 10.215.63.56 2552552550

Wan Name Connection Status IP Mode
2_INTERNET_R_WVID_ AUTO DHCP

Wan Name VLAN/Priority MAC Address
2_INTERNET_R_VID_ -[- 1C18:4ABASE: 11
Wan Name Default Gateway Primary DNS Secondary DNS
2_INTERNET_R_WID_ 10.215.63.55 10.215.63.55




1- For Voice,Click On Network.

2- Click On Add button And Choose Voice In Service Option.

3- Select Link Mode PPPOE/IPOE

4- Give PPPOE/DHCP, Id passwo, If there Is Any Vlan, Change Vlan mode to tag
and give the Vlan Id

5- Click On Apply And Save The Settings

Richerlink

Welcome! gout
CPE Name: HGW Model: RL821GWV

Network

WAN Settings

Interface: [3_VOICE_R_VID_1849 ~| Add
Mode: Route « Enable:
MNote: If you change the service
Service: | VOICE ~ | related with VolP, please re-register
your VolP

Link Mode:

IP Version: ®pva Oipvs O IPva/iPus

@® pHcp Automatically get a dynamic IP address from your ISP
O static Manually configure static IP address.

VLANM NMode: TAG v

VLAM ID[1-4094]: 1849

802.1p[0-7]: 0

MTU[576-1500]: 1500




1- Click On Application and Click Voip.

2- Give Sip server lIp, (if don’t know ask to your service provider)
3- Give Telephone id and Password,Click Apply

4- Status/Voip It show registered ,also it will show Fx light on Onu

Application

Application

VolP Settings

| VolP Advanced Settings |

VolP Basic Settings

Input Vol P parameters, and click [apply] to save .

Protocol: To switch voice protocol, reboot.

Binding Interface Name: | 3_VOICE_R_VID_1849 ~ | i::;ee:ﬁY:;]mUSt restart VolP services to
Region: | IND-INDIA - | ‘[:::etee:f}reo;]must restart Voip services to
Reagister server: | |

Register server port: 2060

SIP Proxy Address:

SIP Proxy Port: 5080

SIP Outband Proxy: | |

SIP Outband proxy Port | 5060 |

SB Register Server | |

SB Register Server Port: | S060 |

SB SIP Proxy Address: | |

SB SIP Proxy Port: [5060 |

SB Outband Proxy: | |

SB Outband Proxy Port: |5060 |

Status ” Enabled |

regist Slatus” Business channel exceptio

Account |||

Password |||




1- For wifi Go To Network and Click WLAN 2.4G
2-in SSID Give the name which you want

3- In Pre Shared key give the wifi password

4- Click on Apply To Save the changes

CPE Name: HGW

Network

Model: RLB21GWV

WLAN 2.4G

Wireless Enable

Wireless Mode: 802.11b/g/n Mixed ~ |
Wireless Channel: Auto ~

TX Power: 100% v

SSID Index: SSID1 ~

SSID: Mani

Rate: Auto ~
Channel Bandwidth: 20/40 v [MHz
Guard Interval: Short ~

SSID Enable

WMax STA Number: | 0 | (0,1-32) O:means unlimited
Disable Broadcast SSID O

Security Mode [ WPA-PSK/WPAZ2-PSK |

WPA Pre-Shared Key:
WPA Encryption: AES ~
WPS Enable-

WPS Mode Start WPS

Prompt:
If the security mode is set to WPA / WPAZ2, the transmission data will be encrypted.
Key length can be set to 8-63. Requires operating system support.




